How to Connect to SFC-Guest on Android

Step 1 — From your phone tap on Settings.
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Step 2 — From the settings menu tap on Connections.
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Step 3 — From the list of Available Networks, select SFC-Guest.
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Step 4 — From the SSL certificate not trusted, select Connect.
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SSL certificate not trusted

The security certificate for this network
is not from a trusted authority. We do
not recommend that you connect to this
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network




Step 5 — From the SFC Guest WiFi Portal select Or register for guest access.
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Sign in to SFC-Guest
https://ise1.sfc.edu

Sign On
Sign on for guest access.

Username:

Password:

Or register for guest accessl
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Step 6 — Fill out the Registration information accordingly:

A. First name — Your First Name

. Last name — Your Last Name

Email address — Your personal email address or company
email address

Cell Phone Number — Your Cell Phone Number

Company — Your company (Not Required)

SMS Provider — Select your cell phone carrier

Select Register

Registration
Please complete this registration form:
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Last name*
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Email address*
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Cell Phone Number (XXX-XXX-XXXX)*
Company

SMS provider*
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Step 7 — Your information will be displayed and login information will be sent to your phone via text
from do-not-reply@sfc.edu. Select Sign On.
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Sign in to SFC-Guest .
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Account Created

Use the following information to sign on to the
network.

Username: ttest5
First name: Test
Last name: Test
Email:
Phone number:
SMS provider: Verizon
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Acceptable Use Policy |
Please read the Acceptable Use Policy

Please accept the policy:You are responsible for maintaining
the confidentiality of the password and all activities that occur
under your username and password Cisco Systems offers the
Service for activities such as the active use of e-mail, instant
messaging, browsing the World Wide Web and accessing
corporate Intranets. High volume data transfers, especially
sustained high volume data transfers, are not permitted.
Hosling a web server or any other server by use of our Service
is prohibited. Trying to access someone else’s account,
sending unsolicited bulk e-mail, collection of other people's
personal data without their knowledge and interference with
other network users are all prohibited.Cisco Systems reserves
the right 1o suspend the Service IfCisco Systems reasonably
believes that your use of the Service is unreasonably excessi
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Decline

You are now connected to SFC-Guest



